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Introduzione

La Circolare AGID n.2/2017 del 18 aprile 2017 ha introdotto per tutte le Pubbliche
Amministrazioni I'obbligo di adottare e documentare un insieme minimo di misure di sicurezza
per i sistemi informativi, al fine di garantire livelli adeguati di protezione, affidabilita e resilienza
dellinfrastruttura ICT.

Tale obbligo si inserisce in un piu ampio processo di consolidamento della strategia nazionale
di sicurezza digitale, mirata a rafforzare la capacita delle amministrazioni pubbliche di prevenire
e gestire rischi informatici, in coerenza con i principi espressi dal Codice dell’Amministrazione
Digitale (D.Lgs. 82/2005), dal Regolamento (UE) 2016/679 (GDPR) e dal Piano Triennale per
I'informatica nella PA.

In questo contesto, la presente proposta ha come oggetto I'attivita di analisi, valutazione e
redazione delle Misure di Sicurezza ICT, secondo le indicazioni fornite da AGID, con I'obiettivo
di:
e supportare il Comune di Termoli nelladempimento normativo previsto dalla Circolare
2/2017;

o fornire un documento tecnico-organizzativo formalizzato, coerente con la struttura
tabellare AGID (livelli "minimo", "standard" e "avanzato");

o favorire I'avvio di un percorso di miglioramento continuo della postura di sicurezza
informatica dell’Ente.

Il servizio verra erogato in forma consulenziale e personalizzata, garantendo un approccio
orientato alla compliance, alla semplificazione attuativa e alla valorizzazione delle risorse
digitali esistenti.

Presentazione della proponente

La Carrisi Consulting Srls (di seguito “Carrisi Consulting”) nasce dalla esperienza
venticinquennale del Dott. Rosario Carrisi con l'obiettivo di offrire ad aziende e pubbliche
amministrazioni servizi integrati di compliance nelle aree:

o GDPR e Sicurezza delle informazioni
o Consulenza ed assistenza per I'adeguamento organizzativo alle normative sulla protezione dei dati
personali (Reg. UE 2016/679);
o Servizi di auditing periodico e mantenimento annuale;
Incarico di Responsabile Protezione Dati (Data Protection Officer) -RPD/DPO esterno;
o Consulenza per la progettazione e lo sviluppo di Sistemi di Gestione per la sicurezza delle
Informazioni - Standard ISO 27001; Supporto alla certificazione;
o  Servizi di auditing periodico e mantenimento annuale.

e Salute e sicurezza dei luoghi di lavoro
o Consulenza ed assistenza per la sicurezza nei luoghi di lavoro (D.Lgs. 81/2008);
o  Servizi di auditing periodico e mantenimento annuale;
o Consulenza per la progettazione e lo sviluppo di Sistemi di Gestione per la Sicurezza sui luoghi di
lavoro (OHSAS 18001; ISO 45001);
o Incarico di Responsabile Servizio Prevenzione e Protezione (RSPP) esterno.

e Amministrazione Digitale (attuazione del Codice Amministrazione Digitale)

o Supporto tecnico ed organizzativo per [Iattuazione della Gestione Documentale e della
Conservazione nella PA. Redazione del Manuale di Gestione Documentale e della
Conservazione;

o Supporto al Responsabile per la Transizione al Digitale degli enti;

o Supporto tecnico ed organizzativo per [Iattuazione della riforma digitale nella Pubblica
Amministrazione.

e Formazione
o Progettazione, attivita di docenza e coordinamento d'aula in corsi € seminari;
o Erogazione corsi di formazione;
o Centro di formazione territoriale convenzionato ANFOS.
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La Carrisi Consulting Sris sviluppa e migliora costantemente le prestazioni dei propri progetti,
processi e sevizi per garantire la customer satisfaction. Unisce il proprio Know-How ed esperienza
ad una consolidata rete di professionisti operanti a livello nazionale.

La societa Carrisi Consulting Srls € socia fondatore del Team-DPO.eu (www.team-dpo.eu),
network professionale di Data Protection Officer (Responsabili per la Protezione dei Dati
personali) che condividono una metodologia di sviluppo e miglioramento del “Modello
Organizzativo per la Protezione dei Dati personali” (MOPD). Obiettivo del gruppo di lavoro & la
progettazione e lo sviluppo di un modello organizzativo per la protezione dei dati conforme alle
normative vigenti in materia di trattamento dati personali e con i piu elevati standard di qualita.

Il coordinamento del gruppo di lavoro & garantito dal Dott. Rosario Carrisi, consulente di
management e responsabile protezione dati certificato UNI 17740:2024.

Sommario delle attivita previste
L’intervento sara articolato nelle seguenti fasi operative:

1. Analisi preliminare del contesto ICT dell’Ente
o Analisi dei sistemi informativi, applicativi, reti e dispositivi in uso.
o Verifica dello stato attuale delle misure di sicurezza eventualmente gia adottate.
o Analisi delle risorse umane coinvolte nella gestione ICT.

2. Valutazione del livello di conformita rispetto alla Circolare AGID 2/2017

o Applicazione della tabella di autovalutazione AGID sulle Misure Minime (53
misure).

o Attribuzione dei livelli di implementazione attuali (Minimo, Standard, Avanzato).
o l|dentificazione di eventuali non conformita e carenze di sicurezza.

3. Redazione del documento “Misure Minime di Sicurezza ICT”

o Compilazione guidata della tabella AGID con le misure adottate, in attuazione o
da adottare.

o Elaborazione di azioni correttive raccomandate e suggerimenti per la progressione
di maturita.

o Predisposizione di un documento finale firmabile dal Responsabile per la
Transizione Digitale (RTD) o dal Responsabile della Sicurezza ICT.
4. Supporto alla formalizzazione e pubblicazione

o Affiancamento per la trasmissione del documento al vertice politico e agli organi
interni.

o Consegna di una versione digitale e modificabile del documento, utilizzabile per
aggiornamenti futuri.
5. Sessione illustrativa conclusiva (facoltativa)
o Incontro da remoto o in presenza per la presentazione del lavoro svolto.
o Consegna e spiegazione dell'output tecnico, con spazio per domande/risposte.

Fase 2 — Corso base in “Cybersecurity e Data Protection”

Destinatari: Tutti i dipendenti dellEnte
Modalita: In presenza presso vostra sede
Durata: 1 modulo da 2 ore

Numero di partecipanti per sessione: | 50

Numero di sessioni previste 2
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Contenuti principali:
e L’importanza di proteggere i dati personali;
e Quadro normativo e disposizioni generali;
¢ Fondamenti di cybersecurity: minacce, attacchi comuni, sicurezza delle password,
phishing;
e Sicurezza informatica nel contesto lavorativo (smart working, uso di dispositivi mobili);
e Gestione degli incidenti e violazione dati personali;
o Comportamenti sicuri nell'uso delle tecnologie dell’Ente.

Materiali forniti:
o Slides proiettate dai docenti;
Dispense in formato PDF;
e Check-list dei comportamenti sicuri;
e Test di valutazione finale e attestato di partecipazione.

Output finali
e Report finale del percorso formativo;

¢ Registro delle presenze per ogni sessione;
¢ Attestati nominali di partecipazione.

Risorse professionali coinvolte

Dott. Rosario Carrisi Project Manager

Consulente di Management

Esperto Governance, management, e-government delle P.A.
GDPR consultant

Formatore

Sig. Alfredo Gaeta ICT Security Specialist
Esperto Governance, management, e-government delle P.A.
GDPR Consultant

La Carrisi Consulting Srls, inoltre, si riserva la facolta di potersi avvalere, nel’ambito delle attivita
oggetto del presente incarico, di professionalita specifiche nei singoli ambiti di competenza, senza
alcun aggravio di costo per il cliente committente.

Risorse economiche necessarie

Valore del progetto

Nr. Descrizione Prezzo Imponibile IVA 22% ‘ Prezzo Totale
A C_onsulenza specialistica e redazione delle misure di 2.500,00 550,00 3.050,00
sicurezza ICT AgID
B | Corso di formazione “Cybersecurity e Data
Protection” 500,00 110,00 610,00
C | Integrazione con il MOPD Modello Organizzativo Compreso . .

Protezione dei Dati ai sensi dell’art. 32 GDPR

Prezzo imponibile 3.000,00 660,00 3.660,00

Condizioni generali di fornitura

Durata del contratto: dall’affidamento e sino al 31/12/2026
Trasferta: | costi di trasferta sono compresi nel prezzo.
Validita offerta: Il presente preventivo ha validita 30 giorni.

Pagamenti: Quadrimestrali a seguito di emissione di fattura.
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Riservatezza e responsabilita

Riservatezza delle informazioni

Tutte le informazioni acquisite durante lo svolgimento dell’attivita di consulenza saranno trattate
come “riservate”, cosi come stabilito dalle Norme di riferimento.

Le parti, infatti, sono tenute ad osservare tutte le norme di deontologia professionale ed in
particolare a mantenere riservate tutte le notizie acquisite durante lo svolgimento dell'attivita di
consulenza. Pertanto, non potranno essere divulgate senza autorizzazione scritta da parte del
committente. Il rispetto delle norme deontologiche si estende a tutti i dipendenti e collaboratori,
sia a tempo pieno che occasionale.

Vincoli di affidabilita
La Carrisi Consulting Srls fornira quanto in oggetto a condizione che il cliente si impegni a:
o fornire tutte le informazioni a Sua disposizione necessarie alla realizzazione del progetto;

¢ verificare con continuita, unitamente ai professionisti incaricati dalla Carrisi Consulting Srls, la
coerenza del servizio rispetto agli obiettivi concordati.

A tale scopo si richiede che il cliente nomini, al momento dell’avvio del lavoro, un responsabile
che dovra convalidare i risultati delle varie attivita.

Rimaniamo a Vostra completa disposizione per ogni ulteriore chiarimento, cogliamo 'occasione
per porgerVi cordiali saluti.

Dott. Rosario Carrisi
Amministratore unico

Firmato digitalmente da:

Carrisi Rosario

Firmato il 17/09/2025 09:02

Seriale Certificato: 3630966

Valido dal 05/06/2024 al 05/06/2027

InfoCamere Qualified Electronic Signature CA



		2025-09-17T07:02:12+0000
	Carrisi Rosario




